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O P E N I N G

The  5th  edi t ion  of  the  Armenia  IGF  was  held  as

part  of  a  ser ies  of  events  t i t led  “N2  Forum ” ,

organized ,  hosted  and  sponsored  by  l ead ing

loca l  and  in ternat iona l  organizat ions .  The  N2

Forum  was  held  on  10 - 12  October  2019  in

Yerevan ,  Armenia .  The  events  a imed  to  create

plat forms  fo r  l ead ing  indust ry  experts ,  network

operators ,  serv ice  prov iders ,  and  other

representat i ves  of  the  In ternet  and  ICT

community  to  discuss  common  in terests  and

ideas ,  to  l earn  about  the  new  t rends  of  the

indust ry ,  to  share  exper iences  and  f ind

opportuni t ies  fo r  cooperat ion .  

The  essence  of  these  jo int  ef for ts  was  re f lected

in  the  N2  Forum  s logan  -  “Work ing  Together  fo r

the  Dig i ta l  Future ” .The  N2  Forum  inc luded  the

fo l lowing  events :  Armenia  IGF,  Youth IGF
Armenia ,  Armenian Network Operators  Group
Forum (ArmNOG) ,  Eastern European DNS
Forum,  RIPE NCC Banking Workshop,  ISOC
IoT SIG Workshop .

The  Forum  s tar ted  with  a  Grand  Opening  with

part ic ipat ion  of  Mr .  Hakob  Arshakyan ,  Minis ter

o f  High -Tech  Indust ry  of  Armenia ,  Mr .  Göran

Marby ,  Pres ident  and  CEO  of  ICANN ,  Mr .  Axel

Pawl ik ,  Managing  Director  of  RIPE  NCC ,  Ms .

L ianna  Gals tyan ,  IGF  MAG  member  and  Armenia

IGF  Coord inator ,  and  Ms .  Kr i s t ine  Gyonjyan ,

Director  of  Operators  Union  of  Armenia .  Right

a f ter  the  Grand  Opening ,  the  Forum  hosted  a

Plenary  sess ion  t i t led  “Dig i ta l  Future :  Chal lenges

and  Opportuni t ies ” ,  moderated  by  Ms .  Sor ina

Te leanu ,  Chai r  of  SEEDIG  Execut ive  Committee .

The  panel i s t s ,  high - l eve l  representat i ves  of  I *

organizat ions ,  shared  the i r  concerns  and  broad

v iews  on  perspect ives  of  Dig i ta l  Future  in  the

wor ld  and  emphas ized  the  ro le  of

mult i s takeholder  col laborat ion  in  the  reg ion .
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TAL K  1  |  I n t e r n e t  G o v e r n a n c e  C o u n c i l .
S u m m a ry  o f  a c t i v i t i e s

The  RA  Deputy  Minis ter  of

High -Tech  Indust ry  Armen

Abroyan  presented  to  the

part ic ipants  the  br ie f

h i s tory  of  the  establ i shment

of  the  commiss ion ,  the

goals  and  the  act iv i ty .  He

highl ighted  the  mult i -

s takeholder  pr inc ip le  of  the

Counci l  and  i t s  importance

for  the  soc iety .

Armen  Abroyan ,  RA  Deputy  Minis ter  of  High -Tech

Indust ry ,  IGC  Chai r
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In ternet  Soc iety  European  Bureau

Di rector  Frédér ic  Donck  s tar ted  his

speech  by  giv ing  a  short  overv iew  of

what  encrypt ion  i s  and  how  i t  serves  in

terms  of  secur i ty  fo r  common  users  in

the i r  dai l y  operat ions  on  the  In ternet .

He  updated  on  the  cur rent  s i tuat ion  in

the  wor ld  and  in tent ions  by  some

governments  to  weaken  encrypt ion  in

order  to  manage  unlawfu l  behav iour .

Yet  weakening  encrypt ion  would

weaken  pr ivacy  and  increase

vu lnerabi l i t y .  I t  i s  a  r i sk  of  personal  and

nat iona l  secur i ty .  Mr .  Donck  summed  up

his  in tervent ion  not ing  that  “Encrypt ion

is  jus t  not  a  technology ,  encrypt ion  i s  a

system  that  i s  a  key  fo r  cybersecur i ty ” .

T a l k  2  |  G l o b a l  e n c ryp t i o n  u n d e r  t h r e a t :  t h e

f a l s e  p r o m i s e  o f  l awf u l  a c c e s s  s o l u t i o n s

Frédér ic  Donck ,  European  Bureau  Director ,  In ternet  Soc iety



The  deve lopment  of  In ternet  technolog ies  has  created  a  s i tuat ion  when  the

bandwidth  of  in ternat iona l  channels  has  s tar ted  to  exceed  the  bandwidth  of

loca l  networks .  This  factor  has  l ed  to  the  fact  that  technica l l y  the  data

storages  can  be  located  hundreds  of  k i lometers  away  f rom  the  user ,  without

creat ing  any  inconvenience  to  the  user  in  everyday  work .Leading  I T

companies ,  us ing  th i s  opportuni ty ,  as  wel l  as  the  annual  doubl ing  of

computer  product iv i ty ,  of fe r  to  deploy  data  in  data -centers  located  in

d i f fe rent  countr ies ,  where  a  re l iab le  connect ion ,  power  supply ,  qual i f ied

personnel  are  ava i lab le .Cloud  so lut ions  prov ide  greater  re l iab i l i t y  when  tens

of  hundreds  of  data -centers  are  connected  by  high -speed  channels ,  which

makes  i t  poss ib le  not  to  depend  on  the  dis rupt ion  of  one  data -center  or  the

c losure  of  i t s  channels .  Moreover ,  Azur ,  Amazon ,  Google  a l low  the  use  of

"c loud  appl icat ions " ,  fo r  which  payment  i s  made  fo r  the  actua l  use  of  that

appl icat ion ,  the  pr ices  per  minute  of  use  of  each  appl icat ion  are  set .From  a

pol i t ica l  point  of  v iew ,  however ,  the  regulat ions  of  di f fe rent  countr ies

requi re  the  loca l i zat ion  of  data ,  that  i s  the  placement  of  data  in  the  te r r i to ry

o f  the  given  country  or  countr ies .  The  fo rmal  jus t i f i cat ion  fo r  such  an

approach  i s ,  in  part icu lar ,  the  need  to  protect  personal  data .  In  case  the

data  i s  in  the  te r r i to ry  of  the  country ,  the  l aw  enforcement  bodies  have  the

opportuni ty  to  take  the  necessary  act ions  with in  the  f ramework  of  the

nat iona l  l eg i s la t ion .  Otherwise ,  i t  i s  necessary  to  act  with in  the  f ramework  of

b i la tera l  or  mult i la tera l  agreements ,  which  i s  not  a lways  poss ib le  and

requi res  much  more  t ime .

P a n e l  S e s s i o n  1  |  D a t a  l o c a l iza t i o n :  E a r t h  o r

C l o u d  f o r  t h e  D a t a?
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Gevorg Hayrapetyan ,  Head  of  Personal  Data  Protect ion  Agency

Representat ive   f rom the Secur i ty  Counci l  Off ice  of  Armenia  (TBC)
Representat ive   f rom the Nat ional  Secur i ty  Serv ice  (TBC)
Hayk Abelyan ,  Pol ice  of  ArmeniaRepresentat i ve  of  Microsof t  (TBC )

Moderator :  Samvel  Mart i rosyan,  Director ,  ArmSec  Foundat ion
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The  speakers  s tar ted  the  discuss ion  with  the  observat ion  that  today ,  without  a

leg is la t i ve  regulat ion ,  the  approach  that  the  data  of  the  s tate  bodies  should  be

stored  in  the  te r r i to ry  of  Armenia  operates .

This  approach  conta ins  some  threats :  the  geographica l  locat ion  of  the  Republ ic  of

Armenia ,  the  scarc i ty  of  channels ,  the  routes  of  the i r  ins ta l la t ion ,  the  protect ion

f rom  hackers .  Al l  th i s  ca l l s  in to  quest ion  the  jus t i f i cat ion  of  th i s  approach .  The

issues  re lated  to  the  dec is ion  of  the  PSRC  (Publ ic  Serv ices  Regulatory  Commiss ion )

on  "set t ing  a  s tandard  fo r  the  preservat ion  of  arch ives  on  In ternet  access  serv ices

prov ided  by  persons  regulated  in  the  f ie ld  of  elect ron ic  communicat ions "  are  a lso

re lated  to  the  top ic .  In  part icu lar ,  i t  was  ment ioned  that  users  wi l l  not  s tore  data  in

Armenia ,  that  so  the  re l iab i l i t y  of  data  s torage  i s  low ,  i t  i s  poss ib le  to  use  that  data

in  bad  fa i th .Data  protect ion  in  the  Republ ic  of  Armenia  wi l l  contrad ict  the  l ega l

obl igat ion  of  the  "Declarat ion  of  Cyberspace "  s igned  by  the  Republ ic  of  Armenia  in

Par i s ,  where  the  Republ ic  of  Armenia  accepts  the  pr inc ip les  of  open  and  f ree  data

exchange  v ia  the  In ternet .The  Republ ic  of  Armenia  has  s igned  "Personal  Data

Process ing "  Convent ions  No .  108  and  108+ ,  which  requi re  not  to  res t r ic t  the  cross -

border  f low  of  data ,  i f  i t  i s  due  to  object i ve  c i rcumstances .  The  Personal  Data

Protect ion  Agency  has  establ i shed  a  l i s t  of  50  countr ies  where  the  t rans fer  of

persona l  data  i s  poss ib le ,  which  i s  due  to  the  appropr iate  l eve l  of  data  protect ion  in

those  countr ies .  There  i s  no  set t ing  fo r  c loud  ins ta l la t ion .Dur ing  the  discuss ion  i t

was  ment ioned  that  the  advantages  of  c loud  data  s torage  are  a lso  f inanc ia l ,  which

led  to  the  t rans fer  of  the  "Mobi le  Network  Portab i l i t y "  sys tem  f rom  Armenia  to  the

c loud .

Suggest ions :The  loca l i zat ion  of  the  data  should  be  l e f t  to  the  discret ion  of  the

deve loper ,  depending  on  the  type  of  data .  You  can  a lso  encrypt  the  data .  Leg is la t ion

a l lows  the  government  to  establ i sh  separate  ru les  fo r  data  protect ion .The  locat ion

and  s ize  of  the  country  a l lows  not  to  dupl icate  the  exper ience  of  other  countr ies ,

but  to  deve lop  i t s  own  s t rategy  and  tact ics ,  which  i s  expedient  to  be  implemented

by  the  fo rces  of  the  Secur i ty  Counci l  of  Armenia . I t  was  noted  that  keeping  a  " log

f i le "  i s  not  re levant ,  in  the  EU  th i s  requi rement  has  been  removed ,  th i s  data  i s  not

usefu l  fo r  invest igat ion ,  but  can  be  used  to  prosecute  diss idents . I t  i s  necessary  to

implement  a  "hybr id "  approach  to  data  s torage ,  separat ing  both  data  types  and

storage  condi t ions .

WORKING

TOGETHER  FOR

THE  DIGITAL

FUTURE
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There  are  no  regulat ions  on  data  s torage

in  Armenia․  Pr ivate  companies  s tore  the i r

data  in  any  country  or  in  the  c loud .  There

are  a lso  no  deployment  requi rements  fo r

s tate  or  loca l  se l f -government  author i t ies .

This  s i tuat ion  does  not  a l low  us  to  c lear ly

determine ,  fo r  example ,  whether  the  use

of  the  Off ice  365  package  in  publ ic

adminis t rat ions  i s  l ega l  or  not .
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P a n e l  S e s s i o n  2  |  L o c a l  c o n t e n t :  V i d e o  s t r e a m

The  Law  on  "Te lev i s ion  and  Radio "  of  Armenia  has  a  not ion  of  "cable

network "  which  has  a lmost  los t  i t s  re levance ,  as  nowadays ,  v ideo  content

i s  prov ided  through  the  same  elect ron ic  communicat ion  networks  as

Internet  access  serv ices .Any  In ternet  serv ice  prov ider  a l lows  i t s  users  to

watch  v ideo  content  f rom  both  loca l  and  fo re ign  plat forms  (by  rent ing

host ing ,  post ing  on  YouTube ,  other  c loud  plat forms ) .However ,  in  order  to

prov ide  some  loca l  v ideo  content ,  the  operator  has  to  obta in  an  addi t iona l

l icense  f rom  the  Te lev i s ion  and  Radio  Commiss ion  as  a  "cable  network "

operator ,  whi le  the  same  v ideo  content ,  i f  i t  i s  posted  on  fo re ign

plat forms ,  i s  access ib le  to  users  without  any  obstac les .Before  the

dig i ta l i zat ion  of  te lev i s ion  programs ,  the  concept  of  " te lev i s ion  channel "

was  c lear ly  assoc iated  with  the  " te lev i s ion  s tudio "  that  had  the  r ight  to

use  that  " te lev i s ion  channel "  ( f requency )  to  del i ver  v ideo  content  to  users .

After  the  dig i ta l i zat ion ,  the  "TV  s tudios "  got  the  r ight  to  jo in  the

"mult ip lex "  ins tead  of  the  "TV  channel " ,  and  the  owner  of  the  mult ip lex

ensured  the  dis t r ibut ion  of  the  content  prov ided  by  the  "TV  s tudio "  in  the

ter r i to ry  of  the  Republ ic  of  Armenia  through  that  mult ip lex .

The  same  "TV  s tudio "  has  the  opportuni ty  to  dis t r ibute  i t s  products  by

plac ing  i t  on  a  server ,  both  in  the  te r r i to ry  of  the  Republ ic  of  Armenia  and

abroad .Accord ing  to  the  cur rent  leg i s la t ion ,  the  PSRC  i s sues  a  l i cense  to

the  In ternet  operator  to  prov ide  In ternet  access .

WORKING  TOGETHER  FOR  THE  DIGITAL  FUTURE

Tigran Hakobyan ,  Te lev i s ion  and  Radio  Commiss ion  Chai rman

Ararat  Arushanyan ,  Pres ident  of  the  Union  of  Cable  Operators

Armen Hunanyan ,  Publ ic  Serv ices  Regulatory  Commiss ion

Krist ine Gyonjyan ,  Director  of  the  Union  of  Operators  of  Armenia

Armen Muradyan ,  Director  of  Arpinet  LLC

Moderator :  Gr igor i  Saghyan ,  In ternet  Soc iety  NGO  Board  Member
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On  the  other  hand ,  in  some  cases ,  the  operator  of  the  same  network  i s  requi red  to

obta in  a  l i cense  fo r  broadcast ing  through  cable  networks  prov ided  by  the

TV&Radio  Commiss ion .  And  i f  the  operator  has  a  server  in  Armenia  conta in ing

v ideo -audio  mater ia l ,  they  must  obta in  a  l i cense  f rom  the  Commiss ion .  In  case

such  a  server  does  not  ex i s t  in  the  operator 's  network ,  there  i s  no  obl igat ion  to

obta in  a  l i cense  f rom  the  Commiss ion .Dur ing  the  discuss ion  i t  was  ment ioned

that  the  requi rement  of  double  l i cens ing  leads  to  the  fact  that  the  content

creator  f i r s t  obta ins  a  cable  network  l i cense ,  does  not  create  that  network  de

facto ,  aga in  appl ies  to  the  Commiss ion  to  get  permiss ion  to  dis t r ibute  the

content  created  or  purchased  by  a  th i rd  party  through  reputable  operators  to  be

inc luded  in  the  TV  program  menu  of  those  operators .  
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In  case  of  ins ta l l ing  a  server  in  other

countr ies ,  the  user  has  to  search  the

Internet  on  his  own ,  which  i s  done  by

a  very  smal l  number  of  users .  I t  was

a lso  ment ioned  that  in  the  next  f i ve

years ,  with  the  deve lopment  of

technology ,  a  s ign i f icant  number  of

users  wi l l  swi tch  to  a l ternat ive

v iewing ,  which  wi l l  be  a  big  problem

to  promote  the  disseminat ion  of

nat iona l  content .

I t  i s  env isaged  that  the  PSRC  wi l l  not

l icense  the  elect ron ic  communicat ion

networks ,  which  wi l l  s impl i f y  the

s i tuat ion ,  at  the  same  t ime  create  an

unregulated  s i tuat ion ,  and  wi l l  be

regulated  in  accordance  with  the

approaches  of  fo re ign  v ideo -audio

plat forms .

The  operators  l i censed  by  the  TV&Radio  Commiss ion ,  in  the i r  turn ,  have  to  pay

the  content  creators ,  whi le  those  who  post  the  same  content  abroad  don ’ t

need  a  l i cense  f rom  the  Republ ic  of  Armenia ,  thus ,  they  don ' t  pay  to  the

content  creator .  This  br ings  unequal  condi t ions ,  which  can  be  so lved  only

through  a  rad ica l  change  in  the  leg i s la t ion .
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This  i s  not  the  f i r s t  t ime  that  Anna

Chulyan  has  part ic ipated  in  the

Armenia  IGF .  This  year  she  s tar ted

with  the  presentat ion  of  the  f i r s t

book  wri t ten  by  Art i f ic ia l

Inte l l igence  (AI ) ,  "L i th ium - Ion

batter ies :  A  Machine -Generated

Summary  of  Current  Research "

publ i shed  by  Spr inger .  She  noted

that  in  the  data  used  by  the  AI ,

l ega l  and  eth ica l  i s sues  have  not

been  def ined  yet .  The  book  i s

based  on  an  analys i s  of  texts

ava i lab le  on  the  In ternet .  I t  was

a lso  presented  that  the  mater ia l s

ava i lab le  on  the  In ternet  can  be

col lected  and  publ i shed  as  an

Infobook  fo r  sa le .  Another  problem

def ined  was  how  to  keep  the  l inks

posted  on  the  In ternet .As  an

opt ion ,  i t  was  proposed  to  uni te

l ibrar ies  and  media  out lets  to

address  copyr ight  i s sues ,  as

l ibrar ies  are  in  some  cases  f ree

f rom  copyr ight  fees .

The  e -newspaper .com  plat form

keeps  media  news ,  but  they  are  fo r

charge .  The  Nat iona l  L ibrary  of

Armenia  has  a l ready  dig i t i zed  5

mi l l ion  pages .  The  Diaspora  i s

invo lved  in  th i s  process  in  order  to

preserve  the  Armenian - l anguage

her i tage .  Ms .  Chulyan  ment ioned

that  i t  i s  necessary  to  create  a

cul ture  fo r  the  process ing  of

d ig i ta l  data .  The  exper ience  of

d i f fe rent  countr ies  on  media  data

was  presented .   I t  was  a lso

ment ioned  that  the  i s sue  of

terminology  t rans lat ion  i s  urgent .

The  Open  Sc ience  in i t ia t i ve  was

represented ,  that  i s  the  f ree

post ing  of  research  conducted  at

the  expense  of  taxpayers .At  the

end  of  the  speech ,  Anna  Chulyan

suggested  to  the  I T  spec ia l i s t s  to

deve lop  "harvesters " ,  which  wi l l

co l lect  mater ia l s  in  the  Armenian

language ,  thus  preserve  the

Armenian  cul tura l  her i tage .
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H ow  t o  P R e s e r v e  o n l i n e  n ews?

Anna Chulyan,  Pres ident  of  the  Consort ium  of  Elect ron ic  L ibrar ies
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Cyber  secur i ty  today  af fects

everyone ,  both  serv ice  prov iders

and  users  of  those  serv ices . In  some

countr ies ,  espec ia l l y  in  fo rmer

Sov iet  Union  countr ies ,  the

concept  has  a  broad

interpretat ion ,  which  i s  commonly

re fer red  to  as  “ in format ion

secur i ty ” .  This  concept  inc ludes

both  the  sa fe  operat ion  of  sys tems

and  the  protect ion  of  users  f rom

"dangerous "  or  "harmful "

content .  Current ly ,  there  are

severa l  def in i t ions  fo r  the  concept

of  "cyber  secur i ty " ,  the  most

common  of  them  can  be

cons idered  the  consensus -based

def in i t ion  of  the  In ternat iona l

Te lecommunicat ion  Union  ( I TU ) .  I t

i s  a  very  broad  def in i t ion  which

makes  i t  di f f icu l t  to  use  in

everyday  l i fe .Much  more  pract ica l

i s  the  def in i t ion  of  the

Internat iona l  Organizat ion  fo r

Standard izat ion  ( ISO ) ,  which  in

short  sounds  l i ke  "ensur ing  the

susta inable  operat ion  of

cyberspace . "  In  th i s  case ,  a  new

concept  emerges  -

"cyberspace " .The  br ie f  def in i t ion

for  cyberspace  i s  "a  group  of  users

and  sys tems  connected  to  each

other  through  the  In ternet  not

ex i s t ing  in  phys ica l  fo rm . " In  both

def in i t ions  there  i s  no  word  of

protect ion  of  or  f rom  the

content . In  th i s  regard ,  quest ions

ar i se ,  in  part icu lar :

I s  i t  poss ib le  to  deve lop

cybersecur i ty  concepts  i f  the

def in i t ion  of  the  in ternat iona l l y

recognized  concept  of  "cyber

secur i ty "  i s  not  l ega l l y

accepted ?

I s  i t  poss ib le  to  combine

content  protect ion  and  cyber

secur i ty  in  one  package ?

What  too ls  are  there  to  ensure

cyber  secur i ty :  establ i shment  of

Computer  Emergency  Response

Teams  (CERTs ) ,  t ra in ing  of  s ta f f ,

soc iety ,  s tate  regulat ion ,  other ?

I s  i t  poss ib le  to  create  a  s tate

cyber  secur i ty  s t ructure  whose

mandates  are  binding  on  the

publ ic ,  pr ivate  and  community

sectors ,  as  wel l  as  on  cr i t ica l

in f ras t ructure ?

What  s t ructure  can

cybersecur i ty  centers  have ,  wi l l

they  be  managed  centra l i zed  or

decentra l i zed ?
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Terminology :  concepts  of

in format ion  secur i ty  and  cyber

secur i ty  are  not  equiva lent  yet

they  are  used  in terchangeably .

Which  of  the  work ing  models  of

CERTs  should  be  used .

What  i s  the  s tatus  of  the

In format ion  Secur i ty  Concept

s igned  by  the  Pres ident  of  the

Republ ic  of  Armenia  in  October

2017 ?

How  to  regulate  the  i s sue  of

prov id ing  in format ion  to  the

publ ic  about  the  cyber

inc idents ?

Before  giv ing  the  f loor  to  the

speakers ,  the  sess ion  moderator

br ie f l y  presented  the  fo l lowing

issues :

-  The  three - t ie r  US  model :  nat iona l ,

s tate  and  mult ip le  sectora l ,

-  The  two - t ie r  EU  model :  s tate  and

sectora l ,

-  One - t ie r  RF  model :  only  s tate  and

l imited  number  of  pr ivate

companies .

Dur ing  the  discuss ion  of  the

sess ion  i t  was  ment ioned  that  the

terminolog ica l  i s sues  are  regulated

by  the  In format ion  Secur i ty

Concept .

The  approach  of  the  NSS  on  CERTs

i s  in  l ine  with  the  EU  model ,  one

state  and  di f fe rent  sectora l ,

ensur ing  the i r  cooperat ion .

Publ i sh ing  in format ion  about  cyber

inc idents  in  governmenta l  bodies

i s  not  a  common  pract ice  in  the

wor ld ,  but  at  the  same  t ime ,

in  some  cases  the  publ icat ion  i s

necessary  fo r  the  v ic t ims  to  be

able  to  take  measures .

I t  was  ment ioned  that  i t  i s

expedient  to  sor t  out  the  cyber

inc idents  so  that  the i r  publ icat ion

does  not  harm  the  in terests  of  the

state .  There  i s  no  ban  on  the

publ icat ion  of  the  concept  of  cyber

secur i ty ,  as  i t  i s  not  a  secret

document ,  i t  can  be  disseminated

on  onl ine  plat forms .

I t  was  ment ioned  that  the  MePs

need  to  be  better  in formed  about

the  profess iona l  i s sues ,  so  that  the

leg is la t ion  i s  adopted  tak ing  in to

account  the  profess iona l  adv ice . I t

was  a lso  ment ioned  that  CERTs  or

cyber  secur i ty  centers  should  not

deve lop ,  analyze  or  eva luate  the

content  t rans fer red  on  the

networks  in  any  way .
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In ternet  Soc iety  Armenia  Chapter

Pres ident  Igor  Mkrtumyan  made  a

presentat ion  on  the  pro ject

“Connect ing  unconnected  schools ,

l ib rar ies  and  disabled  people

publ ic  organizat ions  of  Armenia  to

the  In ternet ” .  The  goal  i s  to  help

vulnerable  groups ,  rura l  schools ,

and  l ib rar ies ,  connect  to  the

Internet .  Not  only  Wi -F i  routers  are

planned  to  be  ins ta l led  in  rura l

v i l lages  but  a lso  run  capac i ty

bui ld ing  programs  among  the

vu lnerable  groups .

Igor  Mkrtumyan ,  Pres ident ,  In ternet  Soc iety  Armenia  Chapter

Arman  Atoyan  presented  the

poss ib le  appl icat ions  of

Augmented  Real i ty  technology

in  var ious  spheres  of  l i fe :

cul ture ,  ecology ,  educat ion ,

prov id ing  in format ion  about

museum  spec imens ,  etc .  He

noted  that  the  spread  and

deve lopment  of  th i s  technology

wi l l  a l low  monet iz ing  var ious

serv ices .  The  part ic ipants  were

int roduced  to  success fu l

pro jects  implemented  through

these  technolog ies ,  inc luding

l i ve  speeches  by  Armenian

ce lebr i t ies .

S p e e c h  2  | I n t r o d u c t i o n  t o  t h e  d i g i t a l

f u t u r e .  AR m e n i a

Arman  Atoyan ,  Director ,  X -Tech



OCTOBER  10 - 12 ,  2019



Our
sponsors

THANK  YOU  FOR

YOUR  SUPPORT !

OCTOBER  10 - 12 ,  2019


